








Use of Bring Your Own Device (BYOD) Network 

The Black Horse Pike Regional School District is pleased to be able to offer the employees of the district 
access to our WiFi network.  This opens up a realm of possibilities previously unavailable.  Listed below 
are important points.  Please read this document carefully and sign the second page. 
 
The district is not responsible, and will not be responsible, for any damages, including loss of data 
resulting from delays, non-deliveries, missed deliveries, viruses, hackers, or service interruptions.  Use of 
any information obtained through the use of the district network is at the user’s risk.  The district 
disclaims responsibility for the accuracy or quality of information obtained through the Internet or e-
mail. 
 
The district assumes no responsibility or liability for any changes incurred by a user.  Under normal 
operating procedures, there will be no cost incurred, by the user to access the district BYOD network.  
The district Technology Services Department will not fix, repair, modify or alter any personal device 
and/or software connected to the district network. 
 
A user may not download and/or install any software onto their device while connected to the district’s 
network. 
 
Personal devices may not be connected to district hardware without expressed written consent from 
the Technology Services Department.  An email must be sent to the Technology Supervisor and written 
approval given before any personal device is connected to district hardware (i.e.:  projector, printer, 
mouse, keyboard, monitor, etc.). 
 
Please be aware that once a personal device is connected to the district’s network, you and the device 
will be governed by the district’s Policy # 2361 Acceptable Use Policy, Policy # 4282 Use of Social 
Networking Sites, Policy # 5516 Remotely Activating Communication Devices, and all other Black Horse 
Pike Regional School District Policies and Regulations.   
 
The district will only allow up to two (2) personal devices per user. 
 
With the internet and e-mail access comes the availability of material that may not be considered 
appropriate in a school setting.  The district cannot regulate and monitor all information received or sent 
by persons who use the Internet or e-mail; and the district cannot ensure that students who use the 
network, Internet, or email will be prevented from accessing inappropriate materials or sending or 
receiving objectionable communications.  The district believes, however, that the availability and value 
of the Internet and e-mail far outweigh the possibility that users may procure inappropriate or offensive 
materials.  Access to the district information, technology, and network resources is a privilege, not a 
right.  Faculty, staff, and students will be held accountable for noncompliance with this policy. 
 
The district reserves the right to log, monitor, and review Internet, e-mail, and other network use of 
each user.  This logging, monitoring, and review may be conducted without cause and without notice.  
Each user of the district network, by the use thereof, agrees and consents to such logging, monitoring, 
and review and acknowledges that s/he has no right or expectation of confidentiality or privacy with 
respect to Internet, e-mail or other network resources.  Users should expect that files stored on district 
servers or computers connected to district networks will not be private.  An e-mail networking archiving 
system is utilized in the district. 



 
The district employs the use of an Internet filter as a technology protection measure pursuant to the 
Children’s Internet Protection Act.  The filter may not be disabled or bypassed by faculty, staff, students 
or others for any reason. 
 
Please allow 48 hours for the service to be available after your acceptance has been submitted. 
 
Signing/emailing this form means you agree to the terms and conditions of this form for the use of using 
the district’s BYOD network.  Please send a signed copy of this form to the District Technology 
Supervisor.  Once you are approved, you will receive an e-mail from the Technology Department. 
 
Print your name:        
 
Signature:         
 
Date:          












